Cxema ceTu
(chbavnbl BHYTPU MO - APl uepes ViPNet HapyXy)

e daiinoBbii 06meH MUC ~ APM oGmeHa nyTéM 3KcrnopTa 1 MMNopTa NakeToB AaHHbIX Yepes
KOHTpOMpyeMblii 06MEHHbI pecypc € pasrpaHuyeHnem AOCTyna u ayauToM onepaunii

e API-B3aumogeiictBue APM o6meHa ~ OO0 «3nHetMepy»:
o npotokon HTTPS (TCP/443)
o npuknagHas ayTeHTUguKaunsa: TokeH u/unu ceptucpukat (mTLS)

e [lepepava API-Tpadmka ocyliecTBnsieTcsl ucknountTenbHo BHyTpu ViPNet

1) Nornyeckas cxema (cpnHanNbHanA)

2) OnucaHve

BHyTpeHHW1 06MeH Mexay MeAULMHCKOM MHCDOPMALIMOHHOM CUCTEMOI U BbleNIeHHbIM aBTOMAaTU3UPOBaHHbIM
pabourM MeCTOM O6MeHa OCYLLLECTBASETCA B (haiinioBOM BMUAE NYyTEM 3KCMOpTa U MMMopTa NakeToB AaHHbIX
yepes KOHTPOIMPYeMbIil 0OMEHHbI pecypc ¢ pasrpaHnyeHremM 4oCTyna u ayautoM onepauui.

Mepepaya gaHHbIx B OO0 «3nHeTMen» BbiNo/HAETCA BblAesieHHbIM APM o6mMeHa nocpefcTBOM NPUKIaLHOro
nporpammHoro nHtepdeiica (API) no npotokony HTTPS ¢ ucnonb3osaHmeM 3alUMLLEHHOTO KaHana CBA3N
ViPNet (ceptudmumpoBaHHoe CK3W).

MpuknagHaa ayTeHTUdnKaymsa ocyLLeCTBAAETCH C UCMNOMIb30BaHNEM MEXaHN3MOB, NPeayCMOTPEHHbIX API
(TokeHbl n/nnn ceptudnkatbl). Ob6paboTka 1 XpaHeHne AaHHbIX Ha cTopoHe OO0 «3nHeTMef» BbINOAHATCA

B aTTECTOBAHHOM I/IHCbOpMaLI'I/IOHHOVI cuctemMe nepcoHasibHbIX AaHHbIX.

3) Ta6nuya NOTOKOB AaHHbIX (YHUBepcasibHanA)

Ne NcToUYHUK MpuémHuk Tun KaHan 3awumTa

OO6MeHHbI pecypc

1 MUC daiinsbl NIOKa/IbHO ACL, aygut
MO
O6MEHHBIN .
2 APM obmeHa daiineol NOKasIbHO ACL
pecypc
HTTPS 443 BHyTpn CK3W +
3 APM obmeHa APl 9nHeTMeg API

ViPNet TLS


af://n110
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af://n135

Ne

4

5

NcTouHukK MpuémMHuk Tun Kanan

HTTPS 443 BHyTpun

APl SnHetMep, APM obmeHa API i
ViPNet

APM obmeHa MUNC dainnbl JIOKaU/1bHO

3awmTa

CK31 +
TLS

ACL, aygut

4) Yto 065s13aTENbHO AO0MKHO ObITb peaiM3oBaHO (MUHUMYM
ANA 3aWmTbl)

Ha APM oomeHa

v ViPNet knuneHT

v API-KnneHT (cepBuc nnm npuioxeHue)
v Kartanorn ouT / 1IN

v AHTUBMpPYC

v AyauT haiinoBbix onepauuii

v OrpaHu4yeHmne ceTeBblX NoAKNHYEeHN (TonbKo API)

B cetn

v FW: pa3peluéH Tonbko 443/tcp k yanam dnHetMep
v Het npsmoro Bbixoga MNC BO BHeLUHWE ceTn

v ViPNet — eAVHCTBEHHbIN NyTb Nepegayn Hapyxy

5) Mouemy ata cxema ob6ecrnevymBaeT TpeboBaHUA
UHc(popMaLMOHHOI1 6e30MacHOCTHU

MWC usonunpoBaHa OT BHELLHUX CeTel
EcTb BblgeneHHblii APM o6meHa

EcTb CK3W no FOCT

MpuknagHoii ypoBeHb (API) Toxe 3aumLléx

EcTb ayauT 1 pasrpaHuyeHne gocryna
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